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pháp đảm bảo an toàn thông tin, 

an ninh mạng trên địa bàn tỉnh 

 

Gia Lai, ngày      tháng     năm 2025 

 
 

Kính gửi:  

 - Công an tỉnh; 
 - Các sở, ban, ngành thuộc tỉnh; 
 - Āy ban nhân dân các xã, phường. 

 

Theo Báo cáo cāa Công an tỉnh, hiện nay một số cơ quan, đơn vị, địa 
phương trên địa bàn tỉnh vẫn còn tình trạng quản lý, sử dÿng tài khoản truy cập 
các Hệ thống thông tin (bao gồm tài khoản công vÿ) chưa đảm bảo an toàn bảo 
mật thông tin. Đáng chú ý, nhiều trường hợp sử dÿng mật khẩu yếu, dễ đoán, 
không thay đổi định kỳ theo quy định..., tiềm ẩn nguy cơ tấn công chiếm quyền 
kiểm soát, gây ảnh hưởng đến an toàn hệ thống và công tác chỉ đạo, điều hành cāa 
tỉnh. Để kịp thời chấn chỉnh và khắc phÿc tình trạng nêu trên, nâng cao hiệu quả 
công tác đảm bảo an ninh mạng, an toàn thông tin, Chā tịch Āy ban nhân dân tỉnh 
yêu cầu Thā trưởng các cơ quan, đơn vị, địa phương nghiêm túc triển khai các nội 
dung sau: 

1. Tổ chức rà soát, thực hiện nghiêm việc quản lý, phân quyền tài khoản 
truy cập, sử dÿng các hệ thống thông tin, phần mềm công vÿ cho cán bộ, công 
chức, viên chức trong cơ quan đơn vị theo đúng phạm vi chức trách, nhiệm vÿ cāa 
từng cá nhân và chỉ đạo quán triệt không giao tài khoản cá nhân cho người khác 

quản lý, sử dÿng. Xem xét, xử lý trách nhiệm đối với các tổ chức, cá nhân không 

thực hiện nghiêm các quy định, dẫn đến mất an toàn thông tin, lộ lọt dữ liệu cá 
nhân hoặc bí mật Nhà nước. 

2. Khẩn trương tổ chức triển khai các nhiệm vÿ, giải pháp an toàn, an ninh 

mạng theo quy định cāa pháp luật và hướng dẫn cāa Công an tỉnh tại Công văn 
số 863/CAT-PA05 ngày 23 tháng 7 năm 2025 và Công văn số 1555/CAT-PA05 

ngày 14 tháng 8 năm 2025 về khắc phÿc các tồn tại, hạn chế trong công tác bảo 
đảm an ninh mạng, an toàn thông tin (đã gửi cho các cơ quan, đơn vị). 

3. Phối hợp với Công an tỉnh tăng cường công tác tuyên truyền, tập huấn, 

quán triệt cho cán bộ, công chức, viên chức thuộc phạm vi quản lý về nhận thức, 

kiến thức an toàn thông tin, kỹ năng sử dÿng tài khoản số an toàn, tránh lộ lọt 
thông tin cá nhân và thông tin nội bộ. 

4. Giao Công an tỉnh: 

3438 15 9



 

 

- Tiếp tÿc theo dõi, đôn đốc, kiểm tra, rà soát, nắm tình hình việc chấp hành 
các quy định cāa Nhà nước về công tác an toàn, an ninh mạng và bảo vệ bí mật 
nhà nước tại các cơ quan, đơn vị, địa phương trên địa bàn tỉnh, kịp thời phát hiện, 
xử lý hoặc kiến nghị xử lý các hành vi vi phạm theo thẩm quyền (nếu có). 

- Xây dựng Kế hoạch và tổ chức đào tạo, tập huấn nâng cao nhận thức và 
kỹ năng về an toàn thông tin cho toàn bộ cán bộ, công chức, viên chức trên địa 
bàn tỉnh theo chỉ đạo cāa Āy ban nhân dân tỉnh tại Thông báo số 150/TB-UBND 

ngày 13 tháng 8 năm 2025. 

Yêu cầu Thā trưởng các cơ quan, đơn vị, địa phương tổ chức triển khai 
thực hiện./. 

 

 Nơi nhận: 
- Như trên; 
- CT, các PCT UBND tỉnh; 

- Lãnh đạo, CV VPUBND tỉnh; 

- Ban TCD tỉnh, Trung tâm PVHCC; 

- Phòng: QT-TV, HC-TC; 

- Lưu: VT, V9. 

KT. CHỦ TỊCH 

PHÓ CHỦ TỊCH 

 

 

 

 

 

Lâm Hải Giang 

 


